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Executive Summary

In 2022, South Africa championed legislation and policy to advance digital rights and the use of technologies. However, there were delays in implementing policy objectives and targets were often unmet. Continued delays in implementing ICT plans and strategies excludes underserved populations from accessing information and exercising other fundamental rights in digital spaces. On the whole, the Judiciary grappled with the issue of hate speech perpetuated online and has made interesting, albeit divergent, findings on online harms. This country report seeks to provide an overview of the advancements as well as some of the challenges and tensions in South Africa's digital rights landscape.
Introduction

South Africa is a constitutional democracy with an advanced human rights framework following its first democratic elections in 1994, which was the first step towards ending decades of racial segregation (although the country continues to grapple with racial discrimination). The country's progressive human rights framework is evidenced by South Africa's ranking of 79 out of 100 for its political rights and civil liberties in the 2022 Freedom in the World Report. In 2022, South Africa recorded an internet penetration rate of 68.2 per cent and had 41.19 million internet users.

Despite its advanced human rights framework, South Africa is not exempt from social and political tensions that contribute to online harms such as hate speech and cyberbullying. In 2022, it was reported that the anti-migrant and xenophobic hashtags on Twitter #OperationDudula (“dudulâ” translates roughly into “push away” in isiZulu and isiXhosa languages) received 15,697 mentions between July 1, 2022 and July 15, 2022 and the tag #PutSouthAfricansFirst received 13,257 mentions in the same period. Xenophobic online posts and hashtags also materialise in the physical mobilisation against foreigners in South Africa.

South Africa has in place data protection legislation in the form of the Protection of Personal Information Act 4 of 2013 (POPIA), which establishes the Information Regulator as the regulatory authority responsible for its enforcement including protecting data subjects and holding data processors accountable for unauthorised data processing. The Constitution makes provision for the right to access information, which is given practical expression through the Promotion of Access to Information Act 2 of 2000 (PAIA). Other key pieces of legislation related to accessing and processing information include the Electronic Communications and Transactions Act 25 of 2002 (ECT) – which seeks to ensure universal access to electronic communications and transactions as well as to regulate and facilitate electronic communications, as well as the Regulation of Interception of Communications and Provision of Communication-Related Information Act (RICA) 70 of 2002 and the Film and Publications Amendment Act of 2019. Broadly, in 2022, South Africa has been proactive in adopting legislation to enable and protect digital rights, but practical enforcement and implementation impede progress.
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INTERNET ACCESS AND DISRUPTIONS

Access to the internet is increasingly recognized as having a bearing on the realization of the right to freedom of expression, access to information, and the right to vote, all of which enjoy constitutional protection.\(^8\) The internet supports the realization of these fundamental rights in an age in which most people have an online presence and make use of the internet to advocate for their rights and hold public bodies accountable. South Africa has not experienced government-led internet shutdowns, a trend which continued in 2022, although incidents of throttling, blocking, and filtering have occurred in the past.\(^9\)

South Africa has high levels of inequality in access to the internet, largely driven by atypically high mobile data costs. South Africa ranked 135 out of 233 countries for its data costs.\(^10\) With an average price of $2.04 for 1GB of data, the cost of data in South Africa is attributed to inadequate infrastructure to enable 4G and 5G coupled with heavy reliance on the availability of broadband.\(^11\) The Independent Communications Authority of South Africa (ICASA) published its bi-annual tariffs report for the period of January 2022 to June 2022 in which data costs by various mobile operators are outlined. Out of the four leading mobile network operators in South Africa – MTN, Cell C, Telkom Mobile, and Vodacom – three operators’ data prices remained unchanged from 2021. The exception was Cell C which reduced its mobile data costs by 25 per cent in 2022.\(^12\)

The digital divide is still prevalent in South Africa and tends to impede access to specific demographics such as women and children, rural communities, and persons with disabilities (PWDs).\(^13\) The worsening electricity crisis in South Africa is exacerbating the divide. In 2022, the country experienced the most intensive levels of load shedding,\(^14\) a colloquial local term for power cuts. By December 2022, the  
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country experienced over 200 days of power cuts. The effects of this are particularly stark from an education standpoint as the country aims to move towards technology-enhanced learning. Statistics South Africa conducted a survey which reveals that only 22 per cent of households own computers or laptops. In the healthcare sector, there have been calls to mobile network operators and the government to provide “free to use WhatsApp data packages” to allow under-served communities access to digital healthcare applications.

Nevertheless, some positive developments include the conclusion of the spectrum auction in March 2022, which raised R14.4 billion to contribute towards reducing communications costs by the national government. The bidders for the spectrum auction, include Cell C, Liquid Intelligent Technologies, MTN, Rain Networks, Telkom, and Vodacom, who were all contesting for the 700MHz, 800MHz, 2600 MHz, and 3500MHz bands. In a notice published in November 2022, ICASA also introduced the Draft Radio Frequency Spectrum Assignment Plan, the next step towards completing the decade-long process of freeing up broadband space to enable internet access and improved connectivity. Freeing up the spectrum to enable faster, more affordable internet access would have far-reaching opportunities for connectivity.

Following the spectrum auction, ICASA requires the winners to provide zero-rated mobile content for public benefit, the zero-rated websites will enable mobile phone operators to download educational resources and useful websites for free.

In June 2022, the Constitutional Court handed down judgment in the case of e.TV v Minister of Communication and Digital Technologies, which concerned the planned transition from analogue to digital television broadcasting. The Constitutional Court held that the previously determined analogue switch-off date of March 31, 2022 was unconstitutional and invalid. This decision required a balancing of several factors. On the one hand, the migration from analogue to digital will free up the radio frequency spectrum to be used by mobile network operators in improving internet access and connectivity. On the other hand, the switch-off will impact South Africans who primarily rely on free-to-air analogue TV to receive news and for entertainment purposes. South African civil society organisations formed a campaign under the #SaveFreeTV hashtag to advocate for the government to engage with all parties to come to a reasonable solution that considers differing perspectives and lived realities.

FREE SPEECH AND MEDIA FREEDOMS

Free speech in South Africa is protected under section 16(1) of the Constitution. It provides everyone with the right to freedom of expression, including freedom of the press, freedom of artistic creativity, freedom to share information, and academic freedom. The right
does not, however, extend to speech that incites violence, hate speech, and propaganda for war. The right to freedom of expression has been lauded by the Constitutional Court as being “of the utmost importance in the kind of open and democratic society the Constitution has set as our aspirational norm”.

In 2022, South Africa scored 75.56 per cent on the media freedom index, placing it 35 out of 180 countries, with no journalists killed or arrested in the year under review. The 2022 ranking is three places higher than the 2021 score and can be attributed to South African courts viewing unreasonable limitations to media freedom with circumspection. Despite these rankings and the Judiciary's efforts, South African journalists continue to be publicly attacked by political leaders.

One notable instance of this was former President Jacob Zuma's private prosecution against legal journalist Karyn Maughan (together with state prosecutor Billy Downer). Zuma's private prosecution against Maughan was initiated in October 2022 and has been described as an abuse of process and “blatant intimidation” of a journalist. The former president essentially accuses Maughan for disclosing his medical records. An example of the cyberbullying and harassment which journalists may be subjected to is from April 2022, which saw online abuse hurled at an entertainment reporter, Julia Madibogo.

South Africa remains a polarised country in the aftermath of its past and has been plagued by xenophobic sentiments and proliferation of racism online and offline. In November 2022, a white woman was arrested for a WhatsApp voice note that called for black men to be killed and black women to be prevented from reproducing. With respect to xenophobic speech, a video which made headlines in the country depicted the MEC of Health in the Limpopo province, Dr Phophi Ramathuba, accusing a foreign national (Zimbabwean) patient in a hospital bed of straining the healthcare system.

In February 2022, the Supreme Court of Appeal (SCA) handed down judgment in a matter concerning tweets about colonialism that were made in 2017 by Helen Zille while she was the Premier of the Western Cape province. Following the tweets, several complaints were laid against Zille to the Public Protector who found the tweets to have been irrational and insensitive thus violating the constitutional right of freedom of expression. In its review of the Public Protectors' findings, the SCA overturned the decision of the Public Protector citing it as irrational for failing to read the tweets within the context they were made, and for unjustifiably limiting Zille's...
freedom of expression. The SCA was tasked squarely with focusing on whether Zille breached specific sections of the Executive Ethics Code when she posted the impugned tweets. Despite the narrow question before it, the Court acknowledged the gravity of words and expressed that colonialism is widely-considered to be abhorrent. This acknowledgement is a significant one given South Africa’s traumatic past and its present racial dynamics.

Before the decision of the SCA, the Constitutional Court in *Qwelane v the South African Human Rights Commission* made an order directing Parliament to remedy the defects in the Promotion of Equality and Prevention of Unfair Discrimination Act (PEPUDA). PEPUDA allows for criminal prosecution for hate speech. Alongside this law reform process, Parliament is still seized with the Prevention and Combating of Hate Crimes and Hate Speech Bill.

The Bill provides a comprehensive framework for prosecuting those found guilty of hate speech. Importantly, it also recognises hate speech perpetrated through electronic means. Criticism against the Bill centres on its broad definition of hate speech – including if the subject reasonably believes that a statement caused them any degree of harm – may potentially discourage free speech on topics of national and public interest. The Bill covers a wide array of grounds of discrimination which, in turn, offers protection to a broad group of individuals in one consolidated document.

The express intolerance for hate crimes by the courts was further expressed in the judgement in *South African Human Rights Commission v Masuku and another* from February 2022 which found that the anti-Semitic utterances made by Masuku were harmful, incited harm, propagated hatred and amounted to hate speech. The Court ordered Masuku to apologise to the Jewish community within 30 days of the order. The Equality Court matter of *South African Human Rights Commission (SAHRC) v Matumba* engaged with issues pertaining to online expression. The case involved content amounting to harassment that was posted online through an allegedly false social media account, argued to have been run by Matumba. The Equality Court dismissed the application primarily on procedural grounds and concerns with witness testimonies, ultimately finding that the Twitter account could not be linked to Matumba. While the Equality Court did not fully grapple with whether the content amounted to harassment, the case raises interesting questions about online anonymity. For future cases, there may be a scope to consider. Although the African Commission on Human and People’s Rights (ACHPR) Declaration of Principles on Freedom of Expression and Access to Information, the applicable regional instrument, advocates for the right to online anonymity and the use of pseudonyms, there is still a balance which is required when it comes to online harms. Anonymity and pseudonyms should not be used to perpetuate hate speech.

The Constitutional Court also heard an important application concerning free
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speech that involved a mining company that sued environmental activists for defamation seeking relief of R14 million. The environmental activists requested the Court to develop the common law to recognise the defence of Strategic Litigation Against Public Participation (SLAPP). SLAPP is litigation that is intended to frustrate and undermine public participation and dissent by trapping activists in perpetual and costly litigation. It is recognised as a mechanism to undermine freedom of expression and discourage public participation. On November 14, 2022, in a landmark judgment, the Constitutional Court found that the recognition of the SLAPP defence did not require the development of our common law because it was already accommodated in the doctrine of abuse of process.

In July 2022, the Competition Commission of South Africa published a provisional report regarding the Online Intermediation Platform Market Inquiry (OIPMI). The OIPMI investigated competition in the digital economy. Some of its findings were targeted at dominant players such as Google for declining to include media freedom in the digital sphere in its mandate. The South African National Editors Forum (SANEF), a key role player in these discussions, published a position paper focused on the interaction between the digital advertising industry and journalism freedom and sustainability. The SANEF paper recommends inclusion and transparency in advertising payment terms and collective bargaining that does not undermine online platforms and protects the media industry.

With respect to online safety the Domestic Violence Act 14 of 2021 was signed into law in early 2022. The Act is a notable development in addressing gender-based violence in South Africa. It recognises the contribution that online platforms make in exposing its users to harassment and sexual abuse online, through digital audio, text, video, images, or simulated or manipulated content, and enables victims and survivors of online harms to obtain legal protection against such conduct.

It further adopts an intersectional approach relying on gender-neutral language to extend protections beyond binary gender identities. A constitutional challenge was launched towards the end of 2022 which seeks to amend the law to reflect an objective test for content in terms of sexual offences. The challenge includes references to various sexual offences, including the harmful disclosure of sexually explicit content via electronic means. The litigation is still in the early stages, however, and should the challenge be successful, this may impact...
cases relating to the non-consensual sharing of sexual content by requiring an objective threshold for consent.\textsuperscript{55}

**PRIVACY AND SURVEILLANCE**

In 2022, the Information Regulator applauded the Department of Basic Education for issuing POPIA-compliant consent forms to 900,000 final year high school pupils for the processing of their personal information and examination results.\textsuperscript{56} The enforcement powers of the Information Regulator were exercised once more in August 2022, when the Information Regulator instituted legal proceedings against the South African Police Service (SAPS) for making public the personal information of victims/survivors of sexual violence.\textsuperscript{57}

In this case, the victims/survivors were filming a video with a production crew when they were attacked by a group of about 20 armed men in the Krugersdorp area.\textsuperscript{58} This incident received coverage in the media and the victims/survivors names, ages, home addresses, and details pertaining to the assault were leaked by SAPS officials. It is unclear what progress has been in this matter.

From a surveillance standpoint, there have not been many noteworthy developments in 2022.

In January 2023, the Minister of Health confirmed that although Covid-19 restrictions had all been lifted, genomics surveillance has continued under the Network for Genomic Surveillance of South Africa.\textsuperscript{59}

Online Africa Portal.\textsuperscript{60} This portal is a reporting mechanism to combat the spread of abusive and exploitative material of children online. Also on the topic of online child exploitation, in November 2022, a report published by the Disrupting Harms project indicated that the prevalence of this type of harm had increased in South Africa (as well as a few other African states).\textsuperscript{61} The Cybercrimes Act is also expected
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to curb online harms. The Act covers offences such as unlawful interception of data, cyber fraud, cyber extortion, and the non-consensual distribution of intimate images.

With respect to cybersecurity, on November 9, 2022, notice was published in the Government Gazette by a Member of Parliament proposing the establishment of the Office of the Cyber Commissioner as a Chapter 9 institution, alongside the Public Protector and other Chapter 9 institutions. The Office of the Cyber Commissioner would advise the public sector on cyber security, support the establishment of core standards for cyber security, and protect fundamental rights that may be violated through cybercrime. At the time of writing, being January 2023, there had been no traction on this. South Africa is yet to ratify the African Union Convention on Cyber Security and Personal Data Protection (the Malabo Convention). If South Africa were to formulate a data governance policy, the intersection between the Department of Communications and Digital Technologies and regulators such as ICASA and the Information Regulator would need to be clear.

**DATA GOVERNANCE**

**POLICY FRAMEWORK**

South Africa has a relatively established data protection legal framework, having enacted POPIA. At the heart of POPIA are eight conditions for the lawful processing of data. To foster understanding of POPIA, the Information Regulator routinely publishes guidance notes on various aspects of the Act. For example, guidance notes on the processing of children's personal information and special personal information are accessible on the Regulator’s website. While there are separate pieces of legislation which respond to specific areas of data protection – for example, POPIA is South Africa's data protection act and The Cybercrimes Act 19 of 2020 sets out cybercrimes – there is no coordinated data governance strategy or policy. Such a strategy or policy would ideally take into account people, processes, and the use of technology with respect to data. If South Africa were to formulate a data governance policy, the intersection between the Department of Communications and Digital Technologies and regulators such as ICASA and the Information Regulator would need to be clear.

**DIGITAL IDS**

The Draft Official Identity Management Policy was published in 2020 to ensure that South Africa’s identity management aligns with modern technological advancements. According to the implementation strategy of the Policy, the policy and legal framework for the population register and National Identity System (NIS) were expected to have been in place by March 2022, but there have been no reports on whether the NIS has been implemented yet.

In other developments, in September 2022, the Department of Home Affairs announced its plans to digitise over 350 million civic paper records dating back to 1895. This is a collaborative project with the Department of Employment and Labour. It is also part of an initiative to employ prospective Information Technology candidates in these departments. It is envisaged that this initiative would
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contribute to innovative ways of updating the country's record-keeping mechanisms while creating employment opportunities.

THE UNIVERSAL SERVICE AND ACCESS FUND

The Universal Service and Access Fund was established to bridge the digital divide and ensure internet access for underserved communities by providing “ICT for all.” The latest report by the Universal Service Fund was published in 2018/19. Generally, the fund’s targets are directed at improving internet penetration in schools, healthcare facilities, public sector facilities, and broadband access, but it has largely been unsuccessful in meeting these targets. The poor performance of the fund has been attributed to the deficient execution of its operations and the slow implementation of digital migration plans.

Although the fund aimed to establish smart villages in underserved areas, advance digital broadcast connectivity and improve accountability for its infrastructure projects, the Department of Communications and Digital Technologies has resolved to dissolve the Universal Service and Access Agency of South Africa (USAASA) by March 2023.

In December 2022, MTN SA and MTN Global Connect in partnership with 2Africa undersea cable launched the 45,000km cable in the Western Cape province, the undersea cable will provide improved internet connectivity and access by allowing mobile network operators access to data centres. The undersea cable will become fully operational in 2023 and will provide much-needed infrastructure to bring South Africa up to speed with growing demands for internet connection and access.

In its 2022 State of ICT Sector Report, ICASA indicated that the rural population in all nine provinces have 2G and 3G network coverage and that two of the nine provinces have two per cent coverage of the 5G network.

DEVELOPMENTS IN ICT AND EMERGING TECHNOLOGIES

AL GOVERNANCE

South Africa is ranked 68 out of 160 countries for AI readiness and is encouraged to develop AI skills to train young learners. However, the country does not have a national AI
strategy. Regarding the protection of personal information, POPIA provides for automated decision-making when processing personal information. Section 71 prohibits automated decision-making about a data subject where the decision made has legal implications.

In November 2022, the Department of Science and Technology, in collaboration with the University of Johannesburg and Tshwane University of Technology, established the Artificial Intelligence Institute of South Africa (AIISA). The AIISA aims to support the private and public sectors in driving creative AI technology and knowledge, and generate knowledge and AI applications to enable the country to become a more competitive player globally. It is anticipated that AIISA will play a catalytic role in prompting further AI governance developments in the country, particularly in regulating its ethical and human rights consequences. This initiative is in addition to the Commission of the Fourth Industrial Revolution (4IR) that the President appointed in 2019 to support government efforts toward the digital revolution, including the use of AI, and is composed of 30 people.

**ICTS IN OTHER POLICY FRAMEWORKS**

South Africa has incorporated ICTs into its development planning in various ways. There were some notable developments in 2022. In November, the Cabinet approved the Science, Technology, and Innovation (STI) Decadal Plan. This is part of a medium-term strategy of the Department of Science and Innovation that will prioritise ICTs and smart systems in health innovation, sustainable energy, and education.
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Conclusion and Recommendations

The year 2022 somewhat saw positive developments for digital rights. There is certainly room to increase access to the internet and bridge the digital divide. Proactive measures which include freeing up spectrum, lowering mobile data costs, and actioning proposed policies, in addition to investing in much-needed digital literacy training programmes for children and underserved communities, should remain on the agenda in 2023. The following recommendations are made for each of the various actors in the digital rights landscape.

<table>
<thead>
<tr>
<th>GOVERNMENT</th>
<th>PRIVATE SECTOR</th>
<th>CIVIL SOCIETY</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Regulators:</strong></td>
<td><strong>Mobile network operators and private companies:</strong></td>
<td>Civil society organisations:</td>
</tr>
<tr>
<td>• Regulators should take enforcement measures and be seen to take enforcement measures. For example, the outcome of the Information Regulator’s assessment on the leaking of victims'/survivors' personal information by SAPS is unclear despite having been raised by the Regulator some time ago.</td>
<td>• Companies in the private sector should fully immerse themselves in business and human rights. There is no doubt that the migration away from analogue television is going to involve contracting with the private sector. Accordingly, it is imperative that private sector actors understand and uphold constitutional values, as well as international instruments pertaining to business and human rights.</td>
<td>• On the digital rights front, civil society organisations should continue to grapple with new and existing questions around digital rights and emergent technology. For example, the widespread impact of genomics surveillance is yet to be understood.</td>
</tr>
<tr>
<td>• The finalisation of the spectrum auction process will provide much-needed certainty to different mobile operators. It may also be useful to ICASA to facilitate participation by smaller telecommunications businesses and promote competition.</td>
<td>• Mobile network operators can prioritise efforts which advance digital rights in their Corporate Social Responsibility (CSR). As highlighted</td>
<td>• By remaining engaged in public participatory processes, civil society can continue to hold levers of power accountable and foster the protection of human rights in the creation of law and policy.</td>
</tr>
</tbody>
</table>
in the report, the intensifying electricity crisis in South Africa is contributing to the digital divide. Sectors which may need support include education, healthcare, and small, medium, and micro enterprises (SMMEs).